ABOUT DIGITAL FORENSICS SERIES

The East Africa Law Society has partnered with LSK Nairobi and Managecom Systems Ltd to bring to you an exciting three-part training series on digital forensics and how lawyers can tilt the scales in their favour when dealing with digital evidences.

When computers or any other digital devices are used to commit a crime, they leave digital footprints that provide wealth of information that could link the perpetrators back to the crime scene. These footprints form the digital evidence that can be used to prove or disprove a fact disputed in legal proceedings. As with physical evidence, digital evidence must be carefully and systematically collected and preserved to ensure its admissibility in court of law.

This 3 part webinar series aims to provide legal professionals with a comprehensive overview of digital forensics and digital evidence.

- **Part 1: Digital Evidence** | Thursday, August 6, 2020 | 3 – 5 PM
  This session will describe digital evidence and discuss the issues of admissibility of digital evidence in judicial proceedings, in terms of its authenticity, relevance, credibility and integrity. It will also explain the principles of best practice relating to the seizure and handling of digital evidence.

- **Part 2: Digital Forensic Process** | Thursday, August 13, 2020 | 3 – 5 PM
  This session will discuss digital forensics process, common digital forensics practices, standards for digital forensics and digital evidence as well as good practices in digital forensics.

- **Part 3: Expert Witness in Court** | Thursday, August 20, 2020 | 3 – 5 PM
  This session will discuss the role of digital forensic expert in judicial process and how they assist the trier of fact in understanding complex scientific and technical issues around digital forensics process as well as the recommended practices for the forensic expert to follow when preparing for and testifying in court.

**SPEAKER**

Lawrence Dinga, CISSP
Cybersecurity and Digital Forensics Expert
Managecom Systems Limited

Lawrence is a consultant with wealth of experience and expertise in cyber capacity building. He trains and evangelizes cyber security awareness among legal professionals including lawyers, prosecutors, magistrates and judges in areas of cybercrime, electronic evidence and digital forensics.

Lawrence holds MSc in Forensic Computing and Security from the University of Derby, England, LLM in ICT Law from the Open University of Tanzania and Diploma in Law from the Kenya School of Law and is also a Certified Information Systems Security Professional. Lawrence has extensive IT consultancy and cyber capacity building experience in the EMEA region and he is the founder and executive director of Managecom Systems Limited - a leading Cyber Security and Digital Forensics consulting services provider in Africa. Managecom Systems Limited strives to deliver state of the art cyber security and digital forensics products, solutions and services to individuals, corporate entities and law enforcement across Africa.

**MODERATORS**

Barbara Malowa
Deputy Secretary General
East Africa Law Society

Eric Theuri
Chairman
LSK Nairobi

**DIGITAL FORENSICS FOR LEGAL PROFESSIONALS**

Lawrence Dinga is an approved consultant for the Cybercrime Programme Office (C-PROC) at the Council of Europe (CoE) on law enforcement and judicial training in cybercrime and electronic evidence. He is digital forensic expert witness in court and has testified in many cases of cybersecurity and digital forensics.

**HOW TO REGISTER**

Register in advance for this webinar on the link below

https://bit.ly/33gr2wV

Once you register, a confirmation email containing information about joining the webinar will be sent to you.

For enquiries, please write to: EALS Institute: training@ealawsociety.org, LSK Nairobi: lsknairobi@gmail.com or Managecom Systems: bdinga@managecom.co.ke